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pensations, but also will face many kinds of criminal and civil penal-
ties as well. And since the OPA has laid down harsh restrictions for
the application of its limitation of liability provisions, it will be very
difficult for BP to benefit from the limitation of liabilities.

On the Sino-U. S. Relationship in Cyberspace and Outer Space
in the Information Age  +s+eseeereeeeeececnancnces Gao Wanglai (62)
Both cyberspace and outer space have become key strategic spaces in
the Information Age. The U. S. national security documents of re-
cent years have expanded the scope of U. S. strategic interests by
adding cyberspace and outer space as their new dimensions. In the in-
formation spaces, the United States pursues an aggressive and pre-
emptive policy to seek full spectrum dominance. There are huge gaps
between China and the U. S. in cyberspace and outer-space technolo-
gies. In the future, China and the United States can start their coop-
eration from the non-sensitive and non-military areas with other joint
efforts of multilateral cooperation, and broaden the agenda of cooper-
ation through innovative thinking, so as to establish a more stable or-

der of the information spaces.

The U. S. Maritime Management System and
Obama’s Maritime Policy = ++++*++-+ Xia Liping and Su Ping (77)

The development of the U. S. maritime management system has
mainly moved through three different stages: the management under
different administrative regions, the management under different a-
gencies and the integrated management. There are several important
factors affecting the development of the U. S. maritime management
system, among which are the understanding of national interest and
security, international maritime law, interests groups, power strug-
gle between state governments and the federal government. After the
Obama Administration took office, the maritime management system
has been further strengthened. The Administration has taken several
important measures to coordinate the work of the maritime manage-
ment of the federal government agencies, including the founding of
the National Maritime Council, the establishment of the integrated,
the regional-coordinated management system of ecological protection,
an enhancement to U. S. Coast Guard law-enforcement capability.
These measures meet the needs of the U. S. integrated maritime
management system. But the U. S. Government continues to adopt
selective multilateralism in the international maritime management in
accordance with its own national interest, which has some negative
effects on the maritime security of other countries.



